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Quantum cryptography exploits quantum properties (for example, the no-cloning theorem) to
guarantee higher security than what can be achieved by classical cryptography. Relativistic
quantum cryptography further exploits the principle of no-superluminal signalling to guarantee
even higher security in some scenarios. The course gives an introduction to quantum cryptog-
raphy, focusing on relativistic quantum cryptography.

The course will cover a selection of topics including:

� Quantum key distribution

� Quantum tokens

� Quantum position verification

� Tasks and schemes in relativistic quantum cryptography

Prerequisites

Familiarity with undergraduate level quantum mechanics is essential. This course will assume
knowledge of basic concepts in quantum information like the Dirac notation, pure and mixed
states, density matrices and the postulates of quantum mechanics. Familiarity with a first
course in quantum information (e.g., from Part II or Part III Quantum Information) would
be highly advantageous. Familiarity with basic concepts of special relativity (e.g., spacetime
diagrams and light cones) will also be beneficial.
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Additional support

A discussion session can be organised.
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